CTTP models/programmes creation: Adaptation and further development of the security assurance model, following internal feedback – UML Class Diagram, description of its objects. Focus mainly on the Cyber Range (CR) sub-model of the assurance model, including the Training, Simulation and Emulation sub-models. Description and illustration of one simple and one more complex phishing scenario based on the CR sub-model. Description of several smart home related scenarios covering various threats in such environments (device compromise, misconfiguration, internet exposure, etc.). Modelling of scenarios via the CR sub-model. Further development of the training scenarios defined for the maritime and healthcare use-cases.

Emulation tool: Development of the Emulation Tool components. Presentation of a prototype and a first demo of the tool. XML configuration file based on the CTTP emulation concepts, containing the description of the emulated architecture, as input for the Emulation Controller REST interface and deployment of the emulated architecture as well as setup of the SSH connections with the user and each virtual machine. Discussions concerning the tools’ interconnection. Work on the correlation of the CTTP sub-models for deploying emulated components. Work on the inter-platform communication of the various modules through the RabbitMQ broker.

Training and Visualization tools: Further work on the design of the training tool, focusing on the structure of the Dashboard. Aggregation of technologies used in other modules, ensuring proper communication with the Dashboard and all the pilot-specific requirements for the Dashboard’s functionalities. Update and finalizing of the sequence diagram for the training tool, depicting all activities (actors, classes and message exchanges) and describing all communications with the rest of the tools. Further development of the first version of the visualization module. Improvement of the gameplay for the gaming tool PROTECT. Evolving of the communications and data flow between the Training and Visualization Tools and the rest of the platform’s tools.

Simulation Environment: Further discussions detailing the integration of simulation, the Data Fabrication Platform and the statistical analysis tool into the overall THREAT-ARREST platform architecture. Usage of a message broker for the asynchronous communication and integration between the emulation and simulation components. Implementation of an initial set of simulation components required for the pilots. Development of the first version of the simulated components and their connection to the first prototype of the visualization component. Further development of the module for statistical profiling of real event logs. Specification of the REST API for integrating the Data Fabrication Platform in the overall THREAT-ARREST system architecture.

Plenary meeting

The 2nd THREAT-ARREST plenary meeting was successfully held on April 10th, 2019 at the premises of ATOS in Barcelona, Spain.
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